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Abstract—Low-power wide-area networks (LPWANs) have
become an important enabler for the Internet of Things (IoT)
connectivity. Application domains, such as smart cities, smart
agriculture, intelligent logistics, and transportation, require com-
munication technologies that combine long transmission ranges
and energy efficiency. Recent and future trends make the
long-range wide-area network (LoRaWAN) and narrowband-IoT
(NB-IoT) the most prospective drivers of the IoT business. In this
article, after discussing the main features of the two technolo-
gies, we carry out a fair quantitative comparison between the two,
investigating different performance indicators, in order to guide
designers in the selection of the most appropriate technology,
depending on the application requirements.

Index Terms—Internet of Things (IoT), long-range wide-area
network (LoRaWAN), low-power wide-area networks (LPWANs),
narrowband-IoT (NB-IoT).

I. INTRODUCTION

THE PROLIFERATION of embedded systems, wireless
technologies, and Internet has enabled the Internet of

Things (IoT) to bridge the gap between the virtual and the
physical world by empowering the monitoring and the control
of natural and artificial systems, as well as physical quantities
in countless scenarios. A great variety of communication tech-
nologies has gradually emerged, reflecting a large diversity of
applications and requirements. Some of these are prevalent in
a specific application domain, such as Bluetooth low energy
in personal area networks [1] and Zigbee in home automa-
tion systems [2]. Others, such as Wi-Fi, Low-power wide-area
network (LPWAN) [3], and cellular systems, such as the 3rd
generation partnership project (3GPP), long-term evolution
for machines (LTE-M), and narrowband-IoT (NB-IoT), have
a much broader scope. Notably, this landscape is constantly
and rapidly evolving, with new technologies being regularly
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proposed, and with existing ones being updated and modified.
This facilitates their further proliferation into new application
domains.

In this article, we focus on the two LPWAN technolo-
gies that are dominating the market, currently supporting the
highest number of IoT connections [4], namely, long-range
wide-area network (LoRaWAN) and NB-IoT. In particu-
lar, we present their main characteristics and compare their
performance in terms of a variety of key performance indica-
tors (KPIs), which concern both the physical (PHY) and the
medium access control (MAC) layers.

Both technologies feature enormous potential to support the
development of many different IoT applications. Preliminary
analyses and comparisons between the two have been carried
out during the last years. To give an example, Sinha et al. [5]
analyzed the advantages and disadvantages of choosing one
technology over the other according to different indicators,
such as battery lifetime, capacity, and reliability. Coverage
comparison between different LPWAN technologies is carried
out in [6], where the authors point out that NB-IoT provides
the best coverage probability, even though end devices (EDs)
experience a link loss which on average is 3 dB higher than
LoRaWAN. In [7], it is shown that NB-IoT provides uplink and
downlink connectivity with less than 5% failure rate, whereas
LoRaWAN struggles to provide sufficient indoor coverage.
The qualitative analysis of the different KPIs and the results
of the energy consumption measurements are reported in [8].

A coverage analysis in a real-life scenario has been carried
out in [9], where NB-IoT is shown to outperform LoRaWAN,
thanks to directional antennas, thus providing a better cover-
age to EDs. The propagation models and the coverage have
been investigated in [10], based on the data of an exten-
sive empirical city-wide measurement campaign. In addition
to a discussion on the capability of each technology to sup-
port links of tens of kilometers, this article provides some
insight into the characteristics of commercial infrastructure
deployments by NB-IoT and LoRaWAN operators. The com-
parative field trials measuring the performance of LoRaWAN
and NB-IoT in several propagation-challenging scenarios are
reported by Lombardo et al. [11]. The results on the coverage
provided by three LPWAN technologies, including NB-IoT
and LoRaWAN, in a city, are reported and discussed as a part
of [12].

In [13], the MAC protocols of several IoT technologies
are investigated, specifically in the smart city domain. The
survey [14] suggests that LoRaWAN is more advantageous
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in terms of energy efficiency and cost, whereas NB-IoT
offers more benefits in terms of reliability and resilience
to interference and latency. A comparison between several
LPWAN technologies is carried out in [15], which classifies
them according to different performance metrics, indicat-
ing LoRaWAN as the best solution with respect to energy
efficiency and NB-IoT as the best one for high data rate
services.

Performance comparisons of wireless technologies for spe-
cific application domains are carried out in [16], where smart
grid use cases are taken into account, and in [17], where
smart water metering is considered. The results of these stud-
ies reveal that NB-IoT provides better scalability compared to
LoRaWAN and, thus, it is able to support a huge number of
devices with a low packet error rate.

However, most of the cited works provide only qualitative
comparisons and focus on one aspect of the two technologies
(e.g., energy consumption, scalability, or coverage). Another
critical aspect is the different setups considered for the two
technologies (e.g., with respect to the infrastructure density
or antenna characteristics). In this article, instead, we offer
a more systematic, accurate, and comprehensive analysis and
comparison of the performance of two technologies by:

1) employing novel simulators accounting many important
aspects of the PHY layer and the link layer (LL) of the
two technologies;

2) addressing within one single study a number of rele-
vant metrics under a number of variables for identical
scenario;

3) highlighting the PHY and LL features and mechanisms
causing the observed trends and results.

More precisely, for the purpose of our investigation, we
developed two simulators, one for NB-IoT and one for
LoRaWAN, both fed with the same input scenarios and param-
eters. The NB-IoT simulator has been specifically realized
for this research activity, whereas the LoRaWAN simulator
was developed previously and described in [18], where its
validation is reported.

The remainder of this article is organized as follows.
Section II overviews the key points of the LoRaWAN technol-
ogy, whereas Section III details the NB-IoT technology. Note
that in these sections, for the sake of conciseness, we focus
on the PHY and LL layers procedures that are relevant to our
studies and do not attempt to provide a complete description of
each technology. Finally, Sections IV and V compare the two
solutions and Section VI concludes this article, summarizing
the main results.

II. LORAWAN TECHNOLOGY: MAIN FEATURES AND

CHARACTERISTICS

The LoRaWAN MAC protocol is specifically designed to
allow minimum energy budget and long range coverage. It is
built on top of the LoRa modulation technique, adopted at the
PHY layer, which operates in license-free industrial scientific
medical (ISM) bands [19]. In Europe, it mainly runs in the
863–870-MHz band, even though some studies suggest the
further migration possibility to 2.4-GHz bands [20]. In general,

regulations on the LoRaWAN deployment vary according to
the region in which this technology operates [21].

Together, LoRaWAN and LoRa enable long communication
ranges (2–5 km in urban areas and up to 15 km in subur-
ban areas [22]–[24]), although with a limited data rate. The
experimental studies have even shown the possibility of oppor-
tunistic reception of LoRaWAN transmissions over more than
70-km ground-to-ground [10] and over impressive 825-km
air-to-ground [25] links. These results have raised the dis-
cussion on whether LoRa can be used for Earth-to-Space
communication [26].

A. LoRa

LoRa is a proprietary PHY technology developed by
Cycleo, later acquired by Semtech, that is based on the chirp
spread spectrum (CSS) modulation. Specifically, the trans-
mitter generates sine-wave chirp signals, which consist of
short-time sinusoids whose frequency linearly varies with time
starting from a value that depends on the modulation symbol
to be transmitted. The signal bandwidth is much larger than
strictly necessary for the supported data rate, which entails
LoRa belonging to the class of spread spectrum modulations.
This brings robustness against channel impairments, such as
interference, frequency selectivity, and Doppler effect.

The main characteristics of LoRa depend on several
parameters.

1) The spreading factor (SF) is related to the duration of a
chirp, which increases when setting a higher SFs [10]. In
the 863–870-MHz band, LoRa employs six quasiorthog-
onal SFs (numbered 7–12). A larger SF results in a
reduction in data rate but also in an increase in the
energy of the received chirp, thus allowing for a larger
communication range.

2) The frequency-sweep interval (BW), which represents
the frequency interval within which a chirp varies its
frequency.

3) The coding rate (CR), which specifies which Hamming
code is used to increase the receiver sensitivity. CR is
related to the number of redundancy bits added to data
bits to build a codeword, ranging from 1 (1 parity-check
bit is added every 4 data bits for error detection) to 4
(4 parity-check bits are added every 4 data bits for error
correction). It results that the actual CR is 4/(4 + CR).

The LoRa frame contains a preamble (for detection and
synchronization purposes), a header, and the payload, with a
maximum size between 51 and 222 bytes (to be compatible
with LoRaWAN), depending on the SF used. The PHY-layer
bit rate Rb varies according to BW, SF, and CR as

Rb = SF •
4

4+CR
2SF

BW

[bit/s]. (1)

It ranges between 22 bit/s (BW = 7.8 kHz [27] and SF = 12)
and 27 kbit/s (BW = 500 kHz and SF = 7).

Consequently, the choice of BW, SF, and CR impacts the
Time on Air (ToA) that is the time needed to transmit a frame,
which is computed as [27]

ToA(SF) = Tpreamble(SF) + Tpayload(SF) [s] (2)
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where

Tpreamble(SF) = (Lpreamble + 4.25) • Tsymbol(SF) (3)

Tpayload(SF) = Lpayload • Tsymbol(SF) (4)

Lpayload = 8 +
�

(8B � 4SF + 28 + 16 � 20H)
(4SF)

�

• (CR + 4) (5)

Tsymbol(SF) =
2SF

BW
(6)

where
1) B represents the MAC payload size in bytes;
2) H = 0 when the physical layer header is enabled and

H = 1 when the physical layer header is not enabled;
3) Lpreamble and Lpayload are the lengths of the preamble and

the PHY payload, respectively, expressed in symbols.1

To decode a frame, first, a receiver has to detect the pream-
ble consisting of successive up-chirps (typically four or six
sine-wave chirp with linearly increasing frequency) and two
and a quarter downchirps (i.e., a sine-wave chirp with a
linearly decreasing frequency). This allows to achieve synchro-
nization with the modulated chirps and to detect the beginning
of the received frame. The decoding consists of multiplying
each received chirp by a pure downchirp. The resulting sig-
nal is a sine wave with a fixed frequency, which correspond
to the starting frequency of the modulated chirp, hence, ulti-
mately, to the modulation symbol to be recovered. Note that
the capture effect allows receiving the target frame even under
interference from a signal with the same SF, given that the
interfering signal is substantially weaker than the target one.

B. LoRaWAN

On top of LoRa, the LoRa Alliance has developed an open
standard called LoRaWAN [28] that imposes some limita-
tions to the LoRa modulation discussed above. LoRaWAN
networks are based on single-hop transmissions, leading to a
star-of-stars topology. The EDs transmit their frames directly
to all the gateways (GWs) they are able to reach. The GWs
relay the received messages to a central network server (NS)
through an IP-based network (e.g., Cellular, Wi-Fi, or Ethernet
based). As a result, the complexity of the network is concen-
trated at the NS, which is in charge of discarding duplicated
frames (i.e., the identical data frames received from differ-
ent GWs) and selecting the GW to be used for sending the
acknowledgment (ACK) (if requested) or other downlink traf-
fic. Specifically, uplink transmissions can be confirmed or
unconfirmed. In the former case, the transmitting ED waits
for an ACK frame from the NS (through the GW) after its
transmission, and it can keep sending the same message if no
ACK is received; in the latter case, no ACK is transmitted,
so the ED is not informed whether its uplink frame has been
received or not. The application-level downlink messages and
the control commands are sent similarly to ACK.

In addition, the NS is in charge of controlling ED transmis-
sion parameters via the adaptive data rate (ADR) algorithm,

1In the CSS modulation, symbols correspond to chirps, hence Tsymbol(SF)
is the chirp duration for the given SF.

TABLE I
LORAWAN KEY PARAMETERS VALUES

which is specifically designed to increase the battery life of
the ED while maximizing the network capacity whenever pos-
sible. The ADR algorithm exploits data about the uplink radio
channel status collected by the NS to define the optimal data
rate and transmit power to be used by each ED. One of the
most widespread implementations of ADR, used by the Things
Network or ChirpStack, to mention some of the most famous
NS architectures, is based on the algorithm recommended by
Semtech [29]. The performance of such algorithm has been
evaluated in [30]. Note that the efficiency of the algorithm
strongly depends on channel conditions, so it is intended for
stationary EDs. For more dynamic scenarios, the so-called
blind ADR mechanism discussed in [31] can be employed.

As far as the channel access is concerned, LoRaWAN is
based on ALOHA; thus, whenever an ED has a frame to
send, it does. More specifically, LoRaWAN defines three oper-
ating classes of EDs, named A, B, and C. Class A devices are
always in sleep mode unless they have something to transmit.
Each uplink transmission is followed by two downlink receive
windows after two fixed RX_DELAY intervals (the standard
defines, by default, 1-s delay between the uplink communica-
tion and the first receive window and 2-s delay between the
uplink communication and the second receive window). The
second window can increase robustness in the downlink and it
is disabled when the ED receives downlink traffic in the first
window to save energy. Since a class A ED spends most of
the time sleeping, this class features the lowest power con-
sumption, therefore, it is intended for sensor nodes, which are
usually battery powered. Classes B and C provide additional
possibilities to reach the device in downlink, even though this
causes higher energy consumption.

An essential parameter in LPWANs and networks operat-
ing in unlicensed bands without using listen-before-talk is the
maximum allowed duty cycle (DC). It corresponds to the per-
centage of time during which an ED can occupy a channel (or
a particular band). In the default EU868 MHz band, it is set
to 1%.

Finally, according to the standard, network operators have
some flexibility in allocating the channels within the frequency
bands regulated by [21]. However the three default channels
must be implemented in every ED [21]. Those channels rep-
resent the minimum set that all network GWs should always
be listening on. Furthermore, at least 13 other channels can
be optionally enabled.

Table I offers a summary of the key parameters.
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III. NB-IOT TECHNOLOGY: MAIN FEATURES AND

CHARACTERISTICS

A. NB-IoT Technology

NB-IoT is designed to provide efficient connectivity in
cellular IoT scenarios and attain a long battery life for a
massive distribution of machine terminals. It offers a large
number of connections per cell and robust coverage, enabling
connectivity even underground and indoor environments [32].

NB-IoT was introduced in Release 13 (Rel. 13) of 3GPP
specification documents, emerging as an alternative solution
to the LPWAN technologies already available on the market
(e.g., LoRaWAN). NB-IoT leverages the long-term evolution
(LTE) standard numerology, but it is adapted for low-cost
machine-type communications (MTC), supporting a massive
number of devices per cell. From LTE, it retains the synchro-
nization, radio access, resources definition, and assignment
mechanisms. Modifications to regular LTE procedures have
been introduced to enhance the link budget and significantly
reduce energy consumption, complexity, and costs.

With respect to the spectrum usage, NB-IoT can operate
in three different modes: 1) a stand-alone mode; 2) within the
guard bands of LTE carriers; or 3) within LTE carriers (in-band
mode). As in LTE, NB-IoT evolved Node-Bs (eNBs) employ
orthogonal frequency-division multiple access (OFDMA) in
the downlink, and user equipments (UEs) (the term used in
LTE to denote an ED or a user terminal) use single carrier
frequency-division multiple access (SC-FDMA) in the uplink.
However, the modulation schemes are limited to binary phase
shift keying (BPSK) and quadrature phase shift keying (QPSK)
to reduce complexity and ensure a better link budget.

Hybrid automatic repeat request (HARQ) is implemented in
both the uplink and the downlink by default, even though this
requirement was relaxed in Rel. 14, and half-duplex operations
are now allowed. In addition, UEs (cat NB1/NB2) implement
power control in the uplink, in order to reduce the power
consumption when possible.

Traditionally, in Rel. 13 and Rel. 14, NB-IoT was limited to
frequency division duplexing (FDD) operations implying the
use of different frequency bands for uplink and downlink trans-
missions. However, in Rel. 15 (2019), a new option—time-
division duplexing (TDD)—has been introduced, allowing to
use the same frequency band both for uplink and downlink.
It supports a nominal system bandwidth of 180 kHz [equal
to the one of an LTE physical resource block (PRB)] in both
uplink and downlink. Note that most of commercial NB-IoT
networks are still based on FDD.

In the uplink, the resource grid is composed of multiple
subcarrier frequencies with a step (the so-called frequency
separation—�f) of either 3.75 or 15 kHz [33]. The time slots
have a duration of 0.5 and 2 ms in case of �f = 15 kHz and
�f = 3.75 kHz, respectively. On top of this, NB-IoT intro-
duces the notations of resource element (RE), which is the
smallest time–frequency resource (i.e., one subcarrier and one
time slot), and the resource unit (RU), denoting a combination
of a specific number of consecutive subcarriers (i.e., 1, 3, 6,
or 12) and a specific number of time slots.

In the downlink, the frequency separation is fixed at 15 kHz,
and the concept of PRB is used. A PRB spans over 12

TABLE II
NB-IOT KEY PARAMETERS VALUES

subcarriers and 7 orthogonal frequency-division multiplexing
(OFDM) symbols and a pair of PRBs is the smallest schedula-
ble unit, which is referred to as a single subframe (thus having
the total duration of 1 ms).

The coverage enhancement (CE) is mainly achieved by
introducing repetitions and thus exploiting time diversity. The
transmission of control information and data is repeated a
number of times. Each replica has a different coding, and
multiple replicas can be combined at the receiver to increase
the probability of successful reception. Repetitions increase
energy and time consumption, so UEs are often subdivided in
three coverage classes, characterized by a different number of
repetitions and specific configurations that impact on the cov-
erage. In general, the higher the radio signal received power
(RSRP), the less repetitions are used by the UE. The coverage
classes are named, from higher to lower RSRP, normal (N),
robust (R), and extreme (E).

Table II offers a summary of the key parameters values.

B. NB-IoT Device Operation Sequence

To better illustrate NB-IoT procedures, hereafter we detail
the operations carried out in an FDD network [35].

Once powered up, a UE typically starts the cell search pro-
cedure, through which it acquires time and frequency synchro-
nization with a cell, identifies it, and receives from the peri-
odically broadcasted information blocks all the information
about the configuration of the network, including, e.g., the
radio resource configuration.

Once possessing all the required information, the UE may
try to establish the connection to the network. For this, it has
to execute the random access (RA) procedure (see Fig. 1)
to gain access to a radio channel. Specifically, the UE waits
for a scheduled random access channel (RACH) window and
it transmits a randomly selected preamble (Msg1 in Fig. 1).
A preamble is composed of four groups of symbols and for
each of the four groups the carrier is changed. Three differ-
ent narrowband physical random access channel (NPRACH)
preamble formats are currently defined (formats 0 and 1 intro-
duced in Rel. 13 and format 2 added in Rel. 15), featuring
different tradeoffs between the on-air time and the maximum
communication range. Up to three periodic NPRACH win-
dows can be configured in a single cell, each associated with
a CE level and characterized by a different number of preamble
symbols repetitions (ranging from 1 to 128 [36]). The selec-
tion of the coverage class to be used is made by the UE based
on its estimation of the RSRP, the network configuration,
and the number of previous unsuccessful RA attempts. The
NPRACH transmission is sometimes referred to as Message 1
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Fig. 1. Random access procedure in NB-IoT.

(Msg1) since this is the first message in the RA procedure.
If multiple UEs choose the same preamble, the transmissions
will overlap, but, initially, the eNB is not aware of it. Thus,
the eNB delivers the scheduling for random access response
(RAR) (or Msg2) in the narrowband physical downlink con-
trol channel (NPDCCH). The RAR itself is sent using the
narrowband physical downlink shared channel (NPDSCH) by
the eNB, which allocates the resources and specifies the mod-
ulation and coding scheme (MCS) as well as the number of
repetitions for the next uplink transmission for each of the
received RA preambles. In this phase, the UEs that have cho-
sen the same preamble will receive the same RAR. These UEs
will send Msg3, which carries the buffer size report (BSR) and
the unique data identifying the device, i.e., the UE Contention
Resolution Identity, using narrowband physical uplink shared
channel (NPUSCH) resources and then they wait for radio
resource control (RRC) connection setup (or Msg4), scheduled
again via NPDCCH. Msg4 is therefore used to grant resources
for data transmission and solve possible collisions. A similar
procedure has to be repeated each time an unconnected UE
requires to access the radio resources to transmit the data.

IV. COMPARING THE TWO TECHNOLOGIES

In this section, we report the assumptions and the models
adopted in the two simulators, one for each technology, which
have been realized following the common structure illustrated
in Fig. 2.

A. Network Layout and Data Traffic Configuration

We consider a set N of EDs, whose size is N = |N |,
randomly and uniformly distributed in a circular area of radius
R [km]. The single LoRaWAN GW, as well as the NB-IoT
eNB, share the same location in the center of such area. We
assume that EDs generate periodically, with period T [s], a
frame with a payload of B [bytes]. All these parameters are
configurable and the same scenario is fed as an input to the
LoRaWAN simulator as well as to the NB-IoT one.

B. Radio Propagation Configuration

The well known Okumura-Hata model [37] is adopted in
the simulators of both technologies to take into account the

attenuation introduced by the propagation. We address both a
urban as well as a rural scenario

Lurban = 69.55 + 26.16 log10( f ) � 13.82 log10(hb)

� 3.2
�
log10(11.75)

�2 � 4.97

+
�
44.9 � 6.55 log10(hb)

�
• log10(d) + s (7)

Lrural = 69.55 + 26.16 log10( f ) � 13.82 log10(hb)
� 0.8 �

�
1.1 log10( f ) � 0.7

�
hm + 1.56 log10( f )

+
�
44.9 � 6.55 log10(hb)

�
• log10(d)

� 4.78
�
log10( f )

�2 + 18.33 log10( f ) � 40.94 + s

(8)

where f [MHz] is the carrier frequency; hb [m] is the height
of the GW/eNB antenna above the ground surface; hm [m]
represents the height of the ED above the ground surface;
and d [km] is the transmitter–receiver distance. Finally, the
parameter s in (7) represents random channel fluctuations due
to shadowing, modeled via a Gaussian random variable, with
zero mean and standard deviation � , that is, s � N (0, � 2).

C. Physical Layer Simulations

For a given position of an IoT node (either ED or UE) in
the considered scenario, the signal-to-noise ratio (SNR) expe-
rienced in the link is assessed, based on the propagation model
and the receiver characteristics (e.g., noise figure). Then, given
the transmitter configuration (e.g., BW, SF, and CR for LoRa
and BW, �f , and MCS for NB-IoT) the signal corrupted by
the noise is generated (either LoRa or NB-IoT) and passed
to the corresponding receiver, which assesses if the transmit-
ted frame has been correctly received. More precisely, it is as
follows.

1) LoRa: The LoRa simulator reproduces the operations
carried out by the transmitter (channel coding, inter-
leaving, gray coding, and modulation), the addition of
additive white Gaussian noise (AWGN) in the channel
and the receiver behavior (demodulation, deinterleaving,
and decoding). Thus, given the frame of data bits to
be transmitted, the simulator assesses whether the cur-
rently transmitted frame has been correctly received or
not according to different parameters, such as SF, CR,
and BW, and the SNR that characterizes a given link.

2) NB-IoT: For NB-IoT, the success/failure of NPUSCH
transmissions is assessed by means of a NB-IoT PHY
layer simulator, which is based on the LTE Toolbox [38]
provided by MATLAB. In particular, for each frame to
be transmitted, the corresponding baseband waveform
of the SC-FDMA modulated signal is generated by the
simulator and passed through the noisy AWGN channel.
At the receiver side, the simulator performs SC-FDMA
demodulation and decoding and finally assesses if the
frame has been correctly received or not.

In case of collision (i.e., overlapping of different transmis-
sions in frequency and time), the capture effect for both tech-
nologies is also taken into account. Specifically, the receiver
has still a chance to capture the frame, provided that the signal-
to-interference ratio (SIR) is above a given technology-specific
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TABLE VI
ENERGY CONSUMPTION PARAMETERS

during the different phases without transmitting/receiving, and,
finally, Tsleep is the time the UE spends sleeping between the
end of the transmission of NPUSCH data and the beginning
of the next RA procedure.

For LoRaWAN, the average latency L of a successful
transmissions is

L = ToAUL(SF) +
��

i=1

(1 � Ps)i • T [s] (14)

where ToAUL(SF) is the ToA of the uplink frame, which
depends on the chosen SF, Ps is the probability of cor-
rectly receiving a frame given the two conditions described
in Section IV-C, and T is the frame periodicity. It is worth
highlighting that in case of no collisions, the minimum latency
experienced by an ED coincides with the ToA of the frame.

For NB-IoT, the average latency depends on the success
of the RA procedure as well as the time needed to send
uplink data using NPUSCH resources, which depends on the
resources assigned to the UE by the eNB. The minimum
latency Lmin is defined as

Lmin = TMSG1 + �MSG1 + TMSG2 + �MSG2 +
+ TMSG3 + �MSG3 + TMSG4 + �MSG4 +
+ TNPUSCH [s] (15)

where TMSGi is the time needed to send the ith MSG, �MSGi is
the time interval between the end of MSG i and the beginning
of MSG i + 1, and TNPUSCH is the time needed to send the
actual uplink data.

Consequently, the average latency L is equal to

L = Lmin +
��

i=1

(1 � Ps)i • (TNPRACH + Lmin) [s] (16)

where Ps is the probability of correctly receiving each mes-
sage needed for the RA procedure, given the two conditions
described in Section IV-C, and TNPRACH is the time the UE
spends waiting for the next NPRACH occasion (in case the
previous RA procedure failed).

The results obtained via simulation are based on the con-
figurations reported in Table VII. Each simulation run covers
5 min of simulated time and 10 000 iterations of simulation are
carried out for each run. The results are presented assuming a
urban scenario, if not otherwise specified.

B. Numerical Results

As a first step, we validated the simulator of the LoRa phys-
ical layer by comparing its outcomes with the results reported

TABLE VII
SCENARIO PARAMETERS

Fig. 4. LoRa symbol error rate. BW = 125 kHz.

in [44] and [45] for the symbol error rate (i.e., the chirp
error rate) as a function of the SNR, SNR = (P/Pn) in an
AWGN channel, with P denoting the signal power and Pn

denoting the noise power. These reference curves are plotted
in Fig. 4 with a dashed line style. The same figures of merit
have been obtained with our simulator for LoRa signals with
BW = 125 kHz. Fig. 4 clearly shows that the resulting sym-
bol error rates, plotted with a solid line style, are coincident
with the reference ones for each SF, thus confirming the accu-
racy of the simulator (further details on the simulation setup
and the LoRa performance at the physical layer can be found
in [18] and [19]).

The LoRa BLER is plotted in Fig. 5 as a function of
the SNR for all SFs and CRs, considering a block size of
B = 20 bytes. One can observe that, for a given SF, passing
from CR1 (CR2) to CR3 (CR4) allows a gain of about 1.5 dB
in terms of SNR. One also observes that as expected, passing
from CR1 to CR2 or from CR3 to CR4 does not provide any
benefit. In fact, CR1 and CR2 do not provide any bit correc-
tion capability, whereas both CR3 and CR4 allow to correct
only one bit in a codeword.

The NB-IoT NPUSCH BLER is shown in Fig. 6, consider-
ing again a block size of B = 20 bytes, for different numbers
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